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Security & Vetting Solutions Ltd 
 

These supplementary terms are deemed to be automatically accepted by any user of our criminal record disclosure 
platform as set out in Section 1 or our digital identification platform as set out in Section 2 and are in addition to the 
terms as published by Security & Vetting Solutions Ltd at https://www.security-vetting.co.uk/terms-and-conditions/ 
 

 
Section 1 Service – Basic Criminal Record Disclosures 
 

1. Security & Vetting Solutions (herein known as the Company) is a responsible body for the Disclosure & Barring 
Service (DBS) and Disclosure Scotland (DS). The Company offers the provision to its Client (you) to process 
Basic criminal record disclosures for your organisation; to ask an applicant for their criminal record history 
under the Rehabilitation of Offenders Act 1974 and any subsequent update.  

2. Our agreement is to licence you to use the platform called AccesSVS (herein known as the platform), as 
necessary to perform the relevant checks for persons living or working in England, Wales & Scotland only. 
You may not share or distribute any aspect of our platform with any third party outside your organisation 
without the express permission in writing of the Company. 

3. Our platform may not be used for submitting applications for persons living or working in Northern Ireland. 

4. We will offer guidance and training on how to use our platform, however we are not responsible for the 
accuracy of any content you enter on to the platform or how you use the platform. 

5. You agree to adhere in full to any instruction issued by us or the Disclosure & Barring Service and Disclosure 
Scotland including any update. Specifically, and not limited to, this includes: 

a. The DBS identity checking guidance 
b. The DBS privacy policy 
c. The Disclosure Scotland privacy policy 

 
6. You agree to have written policies for the secure & safe handling of all disclosure information and the 

recruitment of ex-offenders. Sample policies are supplied upon account activation. 

7. For each application submitted to the AccesSVS, you will receive either a notification to obtain a DBS/DS 
clear certificate or a notification that the DBS/DS certificate contains information. In all circumstances an 
original & single disclosure certificate will be sent to the candidate at their indicated home address. 

8. If you are advised to see the disclosure certificate, you are responsible for obtaining this document directly 
from the candidate.   

9. The candidate only may request a re-issue or reprint of a missing disclosure certificate; 

a. Directly from the DBS within 93 days of the electronic notification of issue to you. The DBS will only 
re-issue a certificate once. Claims, however so caused, outside this timescale will not be accepted. 

b. Directly from Disclosure Scotland within 84 days of the original print date. Claims, however so caused, 
outside this timescale will not be accepted 

10. You are advised that candidate data is classified as high-risk sensitive personal data in accordance with data 
protection legislation. You agree to comply with all aspects of data protection legislation. We may access 
your account on our platform without notice at any time for the purpose of managing your account and 
compliance audit. 
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11. You agree that each authorised user shall keep their password secure, confidential and that it will be changed 
on a regular basis.  

12. All candidate personal data will be automatically and securely removed from the platform in accordance with 
the following criteria; 

 Candidate applications not submitted to the AccesSVS – 12 weeks from the date of entry 
 Candidate application processed to the AccesSVS – 24 weeks from the date of entry   

13. Your initial licence is for up to two users. Additional users may be added and are charged at a fee of £10.00 
plus VAT per additional user. You are not permitted to share platform access and user access is controlled by 
the Company. 

14. The Company commit that our platform will have an uptime of 95% or more measured on a monthly rolling 
average. The Company may temporarily or permanently suspend use of our platform at any time if we believe 
a breach has occurred or emergency maintenance is required. The Company will endeavour to give a minimum 
of 48 hours’ notice for scheduled maintenance.   

15. The Company service target is that 80% of all applications submitted to the AccesSVS will be complete within 
5 working days. This service target excludes the original certificate posted to the candidate by the DBS or 
DS. 

16. You agree to pay the fee(s) for each application you submit via the AccesSVS to the DBS or DS for processing. 
Fees cannot be refunded. The Company may terminate a disclosure application upon written confirmation 
from the Client. 

17. Subject to status approval, a credit account may be opened for a Client. In such cases, the Client agrees to 
pay by direct debit to the Company the relevant fee using British Pounds (£) as set out below for each 
application submitted to the AccesSVS in accordance with clause 18 below. 

18. The Company will invoice twice monthly. Payment terms are strictly 14 days from the date of invoice. You 
agree to enable and maintain payment by variable direct debit. If payment is not made within our agreed 
terms or you exceed your credit limit, we reserve the right to automatically suspend your account until your 
account status is rectified.   

19. This service may be terminated with 1 months’ notice in writing by either party. At the termination date all 
account and candidate data will be automatically and securely removed from the platform regardless of 
application status unless other expressly agreed in writing by the Company. 

 
 
Section 2 Service – Digital Identity Verification 
   

1. Our Digital Identity Verification platform, (herein known as the DIV platform), users and their organisation 
(herein known as the Client) accept these terms in full as of the account initiation date with terms remaining 
in force for the duration of the account holders’ access plus one calendar year following account closure. 

 
2. You agree to use the DIV platform for the purpose of digital identity verification. The DIV platform will enable 

the user and/or its organisation to conduct digital identity checks in compliance with stated Government 
guidelines as follows: 

 
 DBS/DS Basic ID Check  
 DBS Standard/Enhanced ID Check 
 Right to Work (RTW) 
 Right to Rent (RTR)   
 RTW/RTR with DBS/DS Basic ID Check  
 RTW/RTR with DBS Standard/Enhanced ID Check 

 
3. This service provider has attained UKAS accreditation for the purpose of approval that the checks are 

compliant with the relevant identity checking policies as issued by the Home Office for Right to Work and 
Right to Rent checks and the criminal record identity checking policies as issued by the Disclosure & Barring 
Service (DBS) and Disclosure Scotland (DS). 

 
4. The Client remains liable for undertaking their own due diligence. The use of the UKAS accredited DIV 

platform will, where checks are completed in accordance with states guidelines, verify an identity in 
accordance with stated government polices by achieving a confidence score. 
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5. A Client will not need to undertake additional due diligence on the DIV platform or the verify identity by 
other methods if the level of confidence score meets the required level in accordance with the compliance 
checks as below: 

 
 DBS Basic ID Check  
 DBS Standard/Enhanced ID Check 
 Right to Work (RTW) 
 Right to Rent (RTR)   
 RTW/RTR with DBS Basic ID Check  
 RTW/RTR with DBS Standard/Enhanced ID Check 

 
6. The UKAS accredited DIV platform will allow a user to onboard themselves and share verified attributes with 

a Client. The service includes sharing with you an identity and current address which can meet the 
requirements of the confidence score policies as stipulated by the Home Office. The DIV platform can be 
configured to either meet the DBS/DS requirements, the Right to Work/Right to Rent requirements or both 
DBS/DS and Right to Work requirements on an individual candidate basis. 

 
7. If a candidate is unable to meet the requirements of the DIV platform, in person checks will be provided by 

the Post Office Limited in branch and facilitated by the UKAS accredited provider, which can help the 
candidate meet the requirements of the DBS/DS document checking policy only. Right to Work checks and 
Right to Rent checks are not available via the in person checks at the Post Office. 

 
8. For the purpose of Right to Work/Right to Rent checks, the DIV platform may only be used by UK and Irish 

passport holders. For information only, foreign nationals may provide their confirmation via an official 
government share code process. 

 
9. The DIV platform embedded identity verification service, will allow a user to prove their identity and current 

address to the level required by the policy.   
 

10. The DIV platform will have an uptime of 95% or more measured on a monthly rolling average.  
 

11. Fees are as agreed in the fee schedule and may be amended by the Company with 1 months’ notice in writing. 
 

12. An annual licence fee if stated in the fee schedule is automatically invoiced on the anniversary date unless 
you give us at least 1 months’ notice in writing that you wish to terminate the service. The DIV platform 
terms may be updated without notice. 

 
13. Transaction fees are deemed to have been incurred by the Client as soon as the candidate has completed any 

aspect of their identity verification process.  
 

14. Subject to credit status, transaction fees shall be paid by variable direct debit mandate to the Company 14 
days of invoice date. The Client must accept and maintain acceptance of a variable direct debit mandate or 
other in writing agreed payment method or terms, to maintain access to the DIV platform. 

 
15. A requested transaction for Right to Work check only provides a GPG45 compliant identity which may be used 

for other Human Resource vetting transactions. However, this check on its own cannot be used for DBS/DS 
checks due to the differences in the DBS/DS and RTW/R policies. 

 
16. DBS/DS checks for employment purposes must be made as a combined DBS/DS & RTW check. Failure to do so 

will void the check. The transaction fee will still apply. 
 
 
General 
 

1. For late payment, interest shall accrue on a daily basis on such due amounts at an annual rate equal to 4% 
over the current base lending rate of Lloyds Bank plc, commencing on the due date and continuing until paid 
in full, whether before or after judgment. 

2. Payment may not be withheld for any delay caused by any act, omission or delay by the DBS, DS or other 
third party. 

3. Fees may be increased to account for any industry standard or legislative increase forced upon the Company 
subject to satisfactory and reasonable evidence. 
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4. You agree that the services are subject to the limitations and issues inherent in the use of the public network 
(including denial of service) and that the Company is not responsible for and shall not be liable to you for 
breach of this agreement due to any problems or other damages resulting from such limitations or issues.  

 

5. You agree that the Company shall have no liability arising from any failure on the part of the Client to comply 
with its obligations in relation to Right to Work/Right to Rent checks and DBS/DS checks.  

6. You agree that you will not copy or reverse engineer any aspect of our platform(s) and that all intellectual 
property rights are wholly owned by the Company. 

 

Data Protection  
 

1. When using the DIV platform under the Government Department for Digital, Cultural, Media and Sport (DCMS) 
Framework the UKAS accredited provider is a data controller in its own right and when the UKAS accredited 
provider transfers the data to you then you become a data controller in your own right. When using the DIV 
platform for you outside of the DCMS Framework and when storing any Attributes for you the UKAS accredited 
provider is acting as your Data Processor and UKAS accredited provider will do so in accordance with our 
standard data protection policies. 

 
2. When using DIV platform under the DCMS Framework you must not use DIV platform as the only method for 

identity verification. You must offer an alternative method. This is to ensure that the UKAS accredited 
provider can collect valid consent to biometric processing. 

 
3. If the UKAS accredited provider receives a data subject access request from a data subject you will give the 

UKAS accredited provider reasonable assistance in complying with the request where you are able to, for 
example using the user's email address or other identifier to provide UKAS accredited provider with a session 
ID number. The UKAS accredited provider will take the responsibility for and incur the cost in, verifying the 
data subject's identity. 

 
4. The Company privacy and data protection policies are published at www.security-vetting.co.uk. For any 

personal data processing query, subject access request, data correction request, please email 
governance@security-vetting.co.uk. 

 
End. 


